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Elementary Analysis of Network Transparency
Lin rongrong Ding wei Gong jian

Department of Computer Science & Engineering, Southeast University, Nanjing 210096
Abstract
With the development of network, various recent inventions have led to the loss of end-to-end
transparency in the Internet, which compose of the loss of address transparency and the alteration
of packets flowing from source to destination. However, from the angle of the theory of system
evolution, the loss of the network transparency is due to the socialization of the network. That
request the evolution of the transparency itself.

This dissertation has studied the problem of end-to-end transparency in the Internet. On the
basis of the summarization, it then goes deep into the primary reason of the problem. And it has
provided the brainchild of the solutions, to illumine the further research to some extent.
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